**ŞEHİT ERKAN KENDİRCİ İLKOKULU E-GÜVENLİK POLİTİKASI**

**E-Güvenlik politikasının amacı;**

Dünya genelinde 0-15 yaş grubu arasındaki internet kullanıcıların sayısı iki milyarı geçmiş durumdadır. Hatta ülkemizde internet erişiminin iki yaşına kadar düştüğü görülüyor. Bu gibi durumlar göz önüne alındığında internetin bizim ayrılmaz bir parçamız haline geldiğini rahatlıkla söyleyebiliriz. Sayısız neden dolayısıyla ebeveynler çocuklarının bilgisayar kullanımını kontrol altına almak istiyor, çoğu zaman bu durum çocuklar ile aralarında bir çatışma unsuruna dönüşüyor. Dijital teknolojilerin sağladığı bu harika imkanların yanında, çocuğun zihinsel, ruhsal ve fiziksel saldırılarla, tuzaklarla karşılaşması tehlikesinin varlığı da hafife alınamaz bir gerçekliktir. Örnek vermek gerekirse internet ortamındaki bir çocuğun istem dışı da olsa karşısına çıkan bir reklamı izleme yoluyla ya da arama motoruna bilerek-bilmeyerek yazacağı yanlış bir kelime sebebiyle yaşına uygun olayan bir siteye girmesi mümkündür ya da çocuğun merakını kışkırtan bir görsel onu zihinsel, duygusal ya da fiziksel olarak tehlikeye düşürecek ortamlara sürükleyebilir. Gün geçmiyor ki, bazı online oyunlar sebebiyle ebeveynleri korkutan, endişeye ve dehşete düşüren, ruhsal ya da fiziksel olarak mağdur olmuş bir çocukla ilgili bir haber duymamış olalım !

Öncelikle ifade etmek gerekir ki, digital teknolojilerin sahip olduğu imkanlar sebebiyle alınabilecek hiç tedbir çocuğu yukarıda sözü edilen tehlikelerden yüzde yüz oranında koruyamayacaktır. Dolayısıyla söz konusu tehlikelerden kendisini koruması için çocuğa bilgi, bilinç ve davranış kazandırmaktan, bu hedef için çaba harcamaktan daha etkili bir yol kalmamaktadır.

Bu gerçekler sebebiyle, okul politikası olarak öğrencilerimizi internet ortamlarının tehlikelerinden ve zararlarından koruyabilmek için ısrarlı ve kararlı bir şekilde uygulamalar gerçekleştirirdik. Bu uygulamaları belirlerken tüm paydaşlar (Okul yönetimi, öğretmenler, veliler ve öğrenciler) katkıda bulunur.

Okulumuzda Güvenli İnternet Günü her yıl düzenli bir şekilde çeşitli etkinliklerle kutlanmaktadır.

**Daha Güvenli İnternet Merkezi (**[**gim.org.tr**](http://gim.org.tr/)) - Safer Internet Center'ın resmi sayfası.http://guvenlinet.org.tr/tr/

**Güvenli Web (**[**guvenliweb.org.tr**](http://www.guvenliweb.org.tr/)) - çevrimiçi güvenlik konuları için farkındalık portalı.

**Güvenli Çocuk (**[**guvenlicocuk.org.tr**](http://guvenlicocuk.org.tr/)) - 13 yaşından küçük çocuklar için oyun ve eğlence portalı.

**Ihbar Web (**[**ihbarweb.org.tr**](http://ihbarweb.org.tr/)) - yasadışı içerik için telefon hattı.

**İnternet BTK (**[**internet.btk.gov.tr**](http://internet.btk.gov.tr/)) - İnternet ve BT yasası konusunda farkındalık portalı.

**SID Page (**[**gig.org.tr**](http://www.gig.org.tr/)) - Daha Güvenli İnternet Günü Türkiye'de resmi sayfası.

<http://guvenlinet.org.tr/tr/> sayfasından bilgi amaçlı faydalanılmıştır.

**E-Güvenlik politikamız**

1- Öğrenci velilerine yönelik olarak zaman zaman tekrar eden e-güvenlik seminerleri ve sunumları gerçekleştirmek suretiyle sürekli olarak değişen ve gelişen teknolojilerin oluşturduğu tehlikeler konusunda öğretmen ve velilerin bilgi ve bilinçlerini güncelleriz.

2- Öğrencilere yönelik olarak da sunum ve seminerler yaparak, e-güvenlik konusunda öğrencilere bilinç ve davranış kazandırırız.

3- Okul ve aile işbirliği ile çocuğun gizli-saklı değil , alenî ve kontrollü bir şekilde internete girmesini ve digital teknolojilerden yararlanmasını sağlarız.

4- İnternet ortamlarının bünyesinde barınan ve çocuğun istismarını hedefleyen tehlike ve tuzaklardan, online oyunların oluşturduğu tehlike ve zararlardan neden korunması gerektiği bilincini öğrenciye kazandırmak en önemli hedefimizdir.

5- Teknolojilerin tehlikelerinden nasıl korunacağını öğrenciye öğretmek, öğrenci velileriyle bu konuda tam bir işbirliği yapmak öncelikli uygulamalarımız arasındadır.

**Tüm Çalışanlarımızın Sorumlulukları**

1- Okul yönetimi ve tüm öğretmenler çevrimiçi güvenlik politikalarının geliştirilmesine katkıda bulunur.

2-Sınıfta yapılan online etkinliklerden ve uzaktan eğitimde yapılan faaliyetlerde verilerin güvenliğinden sorumlu olur.

3- Çevrimiçi güvenlik konusunda farkındalığa sahip olmak ve bunun çocuklar için önemini bilir.

4- Dersleri ve müfredatı çevrimiçi güvenlik ile ilişkilendirir.

**Öğrencilerimizin Başlıca Sorumlulukları**

1- Öğrenciler çevrimiçi güvenlik politikalarının geliştirilmesine katkıda bulunur.

2- Öğrenciler, okulun kabul edilebilir kullanım politikalarını özümser ve onlara bağlı kalarak gereklerini yerine getirir

3- Sınıfta yapılan online etkinliklerden ve uzaktan eğitimde yapılan faaliyetlerde diğer kullanıcılarının haklarına saygılı olması gerektiğinin bilincinde olmak.

4- İnternet kullanımında siber zorbalık vb. tehditlerde bir yetişkinden yardım istemesi gerektiğinin farkında olmak ve güvenlik sorunlarıyla karşılaşan diğer kişileri destekler.

5- Yeni ve gelişmekte olan teknolojilerin getirdiği fırsatlar ve risklerle ilgili olarak bilinçli olur.

**Ebeveynlerin Başlıca Sorumlulukları**

1- Okulun e-Güvelik politikaları ile ilgili dokümanlarını okur; kendilerinin ve öğrencilerinin de bu politikaya bağlı kalması için teşvik etmek ve gerekli önlemleri alır.

2- Kendileri veya çocukları çevrimiçi ortamlarda herhangi bir problemle karşılaşırsa, okul veya güvenlik güçlerinden yardım ister.

3- Okulun çevrimiçi güvenlik politikalarının oluşturulmasında katkıda bulunur.

4- 21. yüzyıl teknolojilerinin getirdiği fırsatlar ve riskler ile ilgili olarak kendi davranışlarından sorumlu olur.